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Network Assessment and Preparation
This document is designed to obtain important information regarding your current network configuration, equipment types and most used applications on the network so to ensure a smooth installation. 

1. Let’s start be defining a point of contact for the person designated to work with our provisioning team to complete this document.

	Onsite Contact Name:
	

	Phone number(s):
	

	Email address:
	


	Technical Contact:
	

	Please let us know if they are in-house or contract personnel
	

	Phone number(s):
	

	Email address(s):
	


2. Please provide a list of the commonly used applications on your network. Make note of any that are especially bandwidth intensive. Example: MS Business applications, E-mail, Internet browsing…
	1
	

	2
	

	3
	

	4
	

	5
	

	6
	


3. Please provide the following information for each location to receive a hosted VOIP service.  
	Location                

(Please include city and state)
	Number of VOIP Seats
	Internet connection size (If DSL include speed )
	Name of Internet provider

	
	
	
	

	
	
	
	


4. Routers and switches. If you currently maintain a detailed network diagram please submit a copy along with this document (see #8. sample on the last page).  In addition please provide the following information. If multi-site please include details for each location. (As a rule any switches that do not support full duplex or any network hubs will require replacement)
	Router 
Make and Model
	Firmware / IOS Version
	Location
	How many are at each  location

	
	
	
	

	
	
	
	

	
	
	
	


	Switch

Make and Model
	Does this unit have full duplex 10/100 or 1000Mbps LAN interface?
	Does this unit support Power over Ethernet (POE)?
	Does this unit support VLAN?
	How many are at each location?

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


5. Ethernet LAN cabling must be a minimum of CAT5 but could also be CAT5e or CAT6. Please confirm that the minimum Ethernet cable requirements will be met at each of the VOIP service locations.  
	Location
	Meets Requirement Y/N
	Would like quote for new cabling

	
	
	

	
	
	


6. Firewalls. Please identify and provide the following details for each location.

	Firewall Make and Model
	Location
	Is this device managed locally?

	
	
	

	
	
	


7. Analog equipment. Please list any analog devices that will require continued support. (i.e. fax machines, modems, alarms systems, credit card processing machine, security gate …)
	Device
	Indicate:

Analog or Internet or Cell or Other
	Location
	How many of these devices are at each location?

	Fax
	
	
	

	Modem
	
	
	

	Alarm System
	
	
	

	Credit Card Processing Machine
	
	
	

	Security Gate
	
	
	

	
	
	
	

	
	
	
	


8. If you currently maintain a detailed network diagram please submit a copy along with this document.  

	SAMPLE NETWORK DRAWING: 
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Advantages of a hardware firewall:

·

A hardware firewall sits apart 

from your computer –if your 

computer becomes infected 

with a worm, that worm 

could disable your software 

firewall. However, that worm 

couldn’t disable your 

hardware firewall. 

·

Hardware firewalls can 

provide centralized network 

management. If you run a 

large network, you can easily 

configure the firewall’s 

settings from a single device. 

This also prevents users from 

changing them on their 

computers.

CONSIDER HARDWARE FIREWALL

Ask Revonix about Sonicwall Firewalls





	PLEASE DRAW YOUR NETWORK HERE

(PLEASE FEEL FREE TO FREEHAND)
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